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Abstract
Speaker verification systems in practice are vulnerable to spoofing attacks. The high quality recording and playback devices make replay attack a real threat to speaker verification. Additionally, the furtherance in voice conversion and speech synthesis has produced perceptually natural sounding speech. The ASVspoof 2019 challenge is organized to study the robustness of countermeasures against such attacks, which cover two common modes of attacks, logical and physical access. The former deals with synthetic attacks arising from voice conversion and text-to-speech techniques, whereas the latter deals with replay attacks. In this work, we explore several novel countermeasures based on long range acoustic features that are found to be effective for spoofing attack detection. The long range features capture different aspects of long range information as they are computed from subbands and octave power spectrum in contrast to the conventional way from linear power spectrum. These novel features are combined with the other known features for improved detection of spoofing attacks. We obtain a tandem detection cost function of 0.1264 and 0.1381 (equal error rate 4.13% and 5.95%) for logical and physical access on the best combined system submitted to the challenge.

Index Terms: anti-spoofing, logical access, physical access, ASVspoof 2019 challenge

1. Introduction
The progress in automatic speaker verification (ASV) research has led to many real-world deployments [1–3]. Security of ASV system has become an important topic, therefore research on anti-spoofing countermeasures has attracted much attention recently [4, 5]. Broadly these attacks are grouped under four categories, which are impersonation, voice conversion (VC), text-to-speech (TTS) and replay attacks [6]. Among these categories, impersonation is a behavioral attack and less vulnerable compared to the other kinds of attacks.

The inception of ASVspoof series of challenges took place to spearhead the research on anti-spoofing countermeasures [7, 8]. The previous edition of challenges focused on synthetic and replay attacks in the year 2015 and 2017, respectively [9, 10]. Another challenge, BTAS 2016 was organized considering both synthetic and replay attacks [11]. However, the recent advancements in VC and TTS have produced perceptually very natural sounding speech, which prompts us to look into their threat for spoofing [12, 13]. Further, consideration of uncontrolled replay configurations in ASVspoof 2017 challenge made the results difficult to analyze [14, 15]. To gain better insights into the research problem, the current ASVspoof 2019 challenge focuses on the synthetic speech generated from recent state-of-the-art VC and TTS systems along with replay attacks simulated by various replay devices under controlled acoustic conditions.

ASVspoof 2019 is different from the previous editions. Firstly, it runs two tracks, namely, logical access and physical access [14]. The former deals with synthetic attacks, whereas the latter deals with replay attacks. Secondly, the challenge introduces a new performance metric that measures the integrated performance of spoofing detection and ASV [14, 16]. Two baseline systems are released by the organizers as a part of the challenge. The first one is developed using popular constant-Q cepstral coefficient (CQCC) with Gaussian mixture model (GMM) as back-end [17, 18]. Another system based on linear frequency cepstral coefficient (LFCC) with GMM is reported as a contrast system for the challenge [19].

As synthetic speech and replay are considered separately in the ASVspoof evaluations, there have been studies on anti-spoofing countermeasures for them individually. In practice, we are not informed of which type of attacks is coming our way. It would be interesting to study acoustic features that are applicable for both type of attacks. The CQCC feature derived from long-term constant-Q transform (CQT) remains as a strong baseline for both type of attacks [18, 20]. The importance of long range features is also supported by effectiveness of cochlear filter cepstral coefficients and instantaneous frequency feature that produced the best performance in the first edition of anti-spoofing challenge on synthetic speech attacks [21]. Features with complementary information and their fusion have shown promising results in previous explorations on synthetic attacks [22, 23]. Similarly, several works on ASVspoof 2017 challenge have proved the importance of alternative features having different discriminating characteristics can be useful for detection of replay attacks [24–28].

In this work, we would like to investigate several novel countermeasures that are applicable for both tracks, logical and physical access, in ASVspoof 2019 challenge. We focus on long range acoustic features extracted from CQT domain as such information has been found to be useful for capturing the artifacts for spoof detection [17, 18]. Features derived from subband information and octave power spectrum of CQT are two another directions that we investigated. We consider a total of 10 different front-ends for both tracks of ASVspoof 2019 challenge. Further, each front-end is evaluated with GMM and deep neural network (DNN) based two different back-ends to have 20 subsystems for each track. Finally, we combine different aspects of long range features and other well-known features to have an effective detection of spoofing attacks.

The rest of the paper is organized as follows. Section 2 mentions about the different long range acoustic features explored for spoof detection. In Section 3, we present a summary of system description. Section 4 details the experiments and Section 5 reports the results with discussion. Finally, Section 6 provides the conclusion to the work.
2. Long Range Acoustic Features

The conventional acoustic features are derived using short-term processing of speech signal. A window of few tens of milliseconds is considered to derive such features regardless of the length of the signal. However, this may not be the best way to detect spoofed speech as the temporal signal variations over a long range can be more reliable to discriminate from natural speech. The perceptually motivated CQT is a long-term window transform to capture signal characteristics. Unlike the fixed time-frequency resolution of Fourier transform methods, it can give a higher frequency resolution for lower frequencies along with a higher temporal resolution for higher frequencies [17, 18]. Further, in case of CQT, the centre frequencies of each filter and the octaves are geometrically distributed. We refer the artifacts from signal captured in such a manner as long range information due to the consideration of better time-frequency resolution compared to short-term processing.

In this work, we make use of long-term CQT to explore several novel countermeasures for identifying spoofing attacks. Figure 1 illustrates the relationship among various long range acoustic features and their different perspectives. We group them based on their nature to capture frequency content from the spectrum. The three categories are full band, subband and hybrid features. Next, we discuss the details for each of them.

2.1. CQCC

The CQCC feature is undoubtedly one of the promising features for detection of spoofing attacks [17, 18]. It has been found that consideration of energy coefficient with CQCC can improve the performance [20]. In this regard, we consider the magnitude and phase of energy (MPE) computed from constant-Q domain and then append as additional feature dimensions [29].

2.2. CQ-EST

We have recently proposed a novel subband feature, namely, constant-Q equal subband transform (CQ-EST) [30] that is extracted considering subbands over linear scale. We compute MPE and append as additional feature dimensions.

2.3. CQ-OST

Another subband feature, constant-Q octave subband transform (CQ-OST) extracted from subbands over octave scale is explored [30]. Further, variance as a short-term spectral statistics information (STSSI) is also considered along with MPE and then appended as additional feature dimensions [31].

2.4. eCQCC

This feature refers to extended CQCC (eCQCC) that is derived by combining the coefficients from octave power spectrum with that of conventional CQCC feature obtained from linear power spectrum [32]. Additionally, we use MPE and then append to the feature dimensions.

2.5. CQSPIC

The constant-Q statistics-plus-principal information coefficient (CQSPIC) is obtained using extended coefficients of eCQCC features (coefficients generated from octave power spectrum) and STSSI with CQ-OST feature [31]. The MPE is also considered for appending to the feature dimensions.

2.6. ICQCC

Another long range feature, inverted constant-Q cepstral coefficient (ICQCC) is considered [33]. It is extracted from inverted linear power spectrum from CQT domain. We note that STSSI and MPE are used and appended to the feature dimensions.

2.7. CMC

The constant-Q multi-level coefficient (CMC) features that capture the multiple levels of information from octave power spectrum in CQT domain are found to be effective as investigated in [29]. This is another long range information based front-end.

3. System Description

In our studies, apart from the long range acoustic features based on CQT, we considered three another front-ends as contrast systems. Further, two different modeling techniques are used as the back-ends in combination with all the front-ends as summarized in Table 1 and 2. Next, we brief regarding the contrast front-ends and the two back-ends.

3.1. Contrast Front-ends

Just like LFCC serves as a contrast system to CQCC system for the challenge [19], we consider instantaneous frequency cosine coefficient (IFCC) based phase features as a contrast front-end due to their success in previous studies [25, 34]. Further, widely used mel frequency cepstral coefficient (MFCC) features are also used in our studies [35].
3.2. Back-ends

The GMM based back-end is referenced as a part of the given baseline system for ASVspoof 2019 challenge. Two GMMs are trained for bonafide and spoofed speech examples of the train subset for both tracks. Given a test speech, its likelihoods with respect to bonafide and spoofed models are computed to obtain the log-likelihood ratio score. With the advancements of deep learning techniques, they have been successfully applied to various domains. In this regard, we use DNN based system as another back-end for the studies. The architecture basically follows the one mentioned in [32]. The dimension of input features decides the number of input nodes to the DNN, whereas there are two nodes in the output layer as it is a binary task.

4. Experiments

This section describes the details of the ASVspoof 2019 database and the experimental setup.

4.1. Database

The ASVspoof 2019 database contains both synthetic and replay speech attacks that are categorized as logical access and physical access attacks, respectively. There are three subsets under these two tracks, namely, train, development and evaluation set. The genuine speech data for both tracks are collected from a population of 107 speakers consisting of 46 male and 61 female speakers from VCTK\(^2\) database. Two recent VCTTS methods and four TTS algorithms are used to create the spoofed speech for train and development subset for logical access. On the other hand, the evaluation set examples are created with diverse unseen spoofing algorithms.

The train and development subset of physical access attacks are created with simulated room acoustics involving 3 room sizes, 3 levels of reverberation and 3 speaker-to-ASV microphone distances. Further, there are total 9 recording configurations generated with 3 attacker-to-speaker recording distances and 3 different quality loudspeakers. The evaluation data contains unseen replay configurations to observe the effect and to find generalizable countermeasures. Recently proposed ASV-centric metric tandem detection cost function (t-DCF) is used as the primary metric and equal error rate (EER) as a secondary measure to report the results on the corpus [14, 16]. The ASV scores for both the tracks are provided by the challenge organizers to obtain the t-DCF metric [14].

4.2. Experimental Setup

The 10 different front-ends used in this work are investigated for logical and physical access tracks. We used the delta and delta-delta coefficients along with the static coefficients for logical attack scenario. Next, we discuss the results of the studies.

Table 1: Performance for logical access attacks on the development set of ASVspoof 2019 corpus.

<table>
<thead>
<tr>
<th>Front-ends</th>
<th>Back-ends</th>
<th>GMM</th>
<th>DNN</th>
</tr>
</thead>
<tbody>
<tr>
<td>CQCC</td>
<td>0.431</td>
<td>0.012</td>
<td>0.000</td>
</tr>
<tr>
<td>CQ-EST</td>
<td>4.983</td>
<td>0.167</td>
<td>0.040</td>
</tr>
<tr>
<td>CQ-OST</td>
<td>3.845</td>
<td>0.129</td>
<td>0.042</td>
</tr>
<tr>
<td>eCQCC</td>
<td>0.941</td>
<td>0.025</td>
<td>0.000</td>
</tr>
<tr>
<td>CQSPIC</td>
<td>4.428</td>
<td>0.143</td>
<td>0.039</td>
</tr>
<tr>
<td>ICQCC</td>
<td>0.393</td>
<td>0.010</td>
<td>0.000</td>
</tr>
<tr>
<td>CMC</td>
<td>9.965</td>
<td>0.224</td>
<td>0.071</td>
</tr>
<tr>
<td>LFCC</td>
<td>2.827</td>
<td>0.077</td>
<td>1.569</td>
</tr>
<tr>
<td>IFCC</td>
<td>0.042</td>
<td>0.001</td>
<td>0.004</td>
</tr>
<tr>
<td>MFCC</td>
<td>7.062</td>
<td>0.109</td>
<td>12.087</td>
</tr>
</tbody>
</table>

4.3. Results and Discussion

The long range features discussed in Section 2 are developed as synthetic attack countermeasures in our previous works. In this work, we also study them for replay attacks to investigate the scope of generalized countermeasures for practical scenario. We have evaluated all the 10 front-ends using two different back-ends, totaling 20 systems each for logical and physical access scenario. Next, we discuss the results of the studies.

5.1. Logical Access

5.1.1. Primary System

Table 1 shows the performance for different front-ends with GMM and DNN modeling for logical access attacks. The studies on the development set showed that the three systems CQCC, eCQCC and ICQCC with DNN classifier perform accurately. Further, the front-ends IFCC, CQ-EST, CQ-OST, CQSPIC and CMC with DNN classifier perform very well. Therefore, we consider the fusion of these 8 front-ends (except LFCC and MFCC) with DNN classifier as our primary system.

5.1.2. Single System

We then investigate on the distributions of the bonafide and spoof scores of the three best systems on the development set. The separability for eCQCC feature is found to the best. Therefore, eCQCC feature with DNN classifier is submitted as our single system.

5.1.3. Contrastive-1 System

This is the fusion of 9 front-ends (except MFCC feature) with 2 different back-ends, totaling 18 subsystems. We do not consider MFCC features as the performance is much lower than all other systems on the development set.
Table 2: Performance for physical access attacks on the development set of ASVspoof 2019 corpus.

<table>
<thead>
<tr>
<th>Front-ends</th>
<th>Back-ends</th>
<th>GMM EER (%)</th>
<th>DNN EER (%)</th>
</tr>
</thead>
<tbody>
<tr>
<td>CQCC</td>
<td>10.03</td>
<td>0.192</td>
<td>9.830</td>
</tr>
<tr>
<td>CQ-EST</td>
<td>7.575</td>
<td>0.167</td>
<td>1.891</td>
</tr>
<tr>
<td>CQ-OST</td>
<td>7.148</td>
<td>0.137</td>
<td>2.187</td>
</tr>
<tr>
<td>eCQCC</td>
<td>8.518</td>
<td>0.169</td>
<td>4.094</td>
</tr>
<tr>
<td>CQSPIC</td>
<td>7.409</td>
<td>0.145</td>
<td>2.292</td>
</tr>
<tr>
<td>ICQCC</td>
<td>9.553</td>
<td>0.193</td>
<td>9.998</td>
</tr>
<tr>
<td>CMC</td>
<td>9.444</td>
<td>0.188</td>
<td>2.825</td>
</tr>
<tr>
<td>LFCC</td>
<td>11.797</td>
<td>0.233</td>
<td>13.263</td>
</tr>
<tr>
<td>IFCC</td>
<td>13.963</td>
<td>0.299</td>
<td>12.074</td>
</tr>
<tr>
<td>MFCC</td>
<td>11.834</td>
<td>0.276</td>
<td>11.588</td>
</tr>
</tbody>
</table>

Table 3: Results for logical access on ASVspoof 2019 corpus.

<table>
<thead>
<tr>
<th>Submission</th>
<th>Development Set</th>
<th>Evaluation Set</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>EER (%)</td>
<td>t-DCF</td>
</tr>
<tr>
<td>Contrastive-1</td>
<td>0.00</td>
<td>0.0000</td>
</tr>
<tr>
<td>Primary</td>
<td>0.00</td>
<td>0.0000</td>
</tr>
<tr>
<td>Single</td>
<td>0.00</td>
<td>0.0000</td>
</tr>
</tbody>
</table>

Table 4: Results for physical access on ASVspoof 2019 corpus.

<table>
<thead>
<tr>
<th>Submission</th>
<th>Development Set</th>
<th>Evaluation Set</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>EER (%)</td>
<td>t-DCF</td>
</tr>
<tr>
<td>Contrastive-1</td>
<td>1.44</td>
<td>0.030</td>
</tr>
<tr>
<td>Primary</td>
<td>1.26</td>
<td>0.027</td>
</tr>
<tr>
<td>Single</td>
<td>1.89</td>
<td>0.043</td>
</tr>
</tbody>
</table>

5.2. Physical Access

5.2.1. Primary System

Table 2 shows the results on the development set for different front-ends with the two back-ends for physical access attacks. We have fused all the 10 front-ends with 2 different back-ends, totaling 20 subsystems for primary submission to make it effective on the evaluation set.

5.2.2. Single System

The CQ-EST subband feature with DNN classifier performed the best as a single system on development set. Hence, we consider this as our single system under physical access scenario.

5.2.3. Contrastive-1 System

We consider all the 10 front-ends with DNN classifier for fusion and submitted as the contrastive system.

5.3. Observations on ASVspoof 2019 Submission

Table 3 and 4 show the results of the submitted systems with the given baseline results on the development and evaluation sets of ASVspoof 2019 database for logical access and physical access attacks, respectively. The results on the development set show that our systems work without error for logical access attacks.
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